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# 1**. Introduction**

The cyber threat control is an initiative that deals with controlling threats within the cyber like viruses, malwares and ransomware , identify and eradicating malicious websites that persuade public users that use the internet.

The concern of this initiative is because of rapidly increasingly number of people and state agencies who use the internet for professional reasons like jobs and leisure time to satisfy their wants, actually many indulge into this malicious software unknowingly effecting their economic life anda as the technology grows a lot of semantics are being applied to make fraud un noticiable , the exixtences of cyber threat control will only authorize authentic websites to monuver in the internet.

The initiative protects public users and state agencies from fraud because when this problem is left uncontrolled they will lose a lot of money to ransomwares that look into their files unknowingly and tells them to pay some cash to be freed from viruses, also protects public youths from losing money to malicious websites that they think is effective. Malwares that may affect institution or organisations servers depriving them money to buy new servers and buying other machines.

As per the control the threats which are viruses are identified and sourced then deleted then for websites after being subjected into the scrutiny process , malicious ones are red electronically stamped as X identifying them as malicious and no one cannot access them and good sites are golden stamped at the down -Left footer identifying them as authentic.

For this process on electronically stamping, websites owners will have to pay some cash through their hosting companies at a rate of 2% the cash of annually/monthly host payment per website.

# **TEAM BACKGROUND**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| NAME | TEL NO | ID NO | EMAIL. | PHOTO |
| Elvis IAN OMONDI | +254715724988 | 34910390 | elvisian@gmail.com |  |
| Emmanuel Radics | +254426693193 | 31781750 | Omondi24@gmail.com |  |
| Lilian waweru | +25479900923 | 30325330 | lilain@gmail.com |  |

# 2. **Reason for existences of the initiative**

2.1. To protect state agencies who are increasingly using internet to deliver public services to the public so there is need to secure the internet from these threats.

2.2 To protect innocent users from attacks that have no idea of how to commensurate themselves from malicious websites since some access them thinking it is effective as money generating semantics , and that is how they will lose money in this staffs degrading their economy.

2.3 To create employment opportunities to people since for the control to be effective then it is supposed to have ICT experts like software, hardwires engineers, networkers which will reduce the rate of unemployment that is increasingly with 30% annually.

2.4. To protect the ISP servers from attacks since mostly ISP servers usually get affected by the malicious soft wares due to human accidental error, where an employee click on a popup thinking it is effective and that is how it get into the servers.

2.5. To create a favourable competition environment for serious site business that uses the internet to advertise, sell products, create jobs and transfer important office documents. When this malicious websites (business wise stressing other business creating imbalanced competition) are evacuated, create spaces for some serious site business to flourish.

2.6. To prevent future malicious attacks since technology is on the run and some net innovation are vast, that is done by knowing this innovation audit them then authenticate them.

2.7. To train individuals graduates in computer related courses

to have knowledge on cyber security technics since technology is rising .A training that will last for 4 months and certificate given as per their performances .This will give institutions or organisation to apply , to get good experts in security and given under favourable payment .

# **3. Targeted Customers**

**1.** The initiative first is meant to target the public youths in urban and partly in rural that uses the internet to do jobs, search for jobs, to entertain themselves and advertise their staffs. When they are not protected from this malicious sites that they come across while on net they will lose money to such sites.

**2.** Also is meant to target hosting companies that generally host websites, categorically malicious and some authentic so when these site are electronically stamped the hosting company will have to pay 2% per host money monthly of websites for this services .Hence collaborating strongly with the hosting companies.

3. Targeting also business institution and organisation which use the internet to send documents, their servers can be effected with viruses unknowingly while they are online, also affecting their files.

**4.** Targeting also the software developers that develop the malicious software like website ,malwares ,viruses, ransomwares, so they will be sourced and apprehended to the security force that is near them through the location process of proximity using GPS.

# **4. Solution proposed and why it is unique**

Programming an Artificial intelligences software using python programming language, that will be able to take instruction then execute them as remanded and output expected results as required by the user, and cannot be attacked with any virus no matter the internet environment.

It is actually unique because it is able to stamp sites on the footer electronically online and replicate them with originals ones.

So every websites will be meant to have the electronic stamp to operate to ensure smooth running of businesses online, to ensure authenticity in the internet to deprive public users like youths from losing their money on fake websites.

The A.I is to be named terminator for it will be subjecting websites, viruses and ransomware through the process of terminating.

Also the A.I will be able to monitor stamp websites making sure that the performed instruction cannot be changed no matter the situation, when there are attempts to change the status of the action then it automatically replicate it.

The number of python, JavaScript software developers within will be divided into groups to execute the task given by some doing reverse engineering of the software, some checking on the state of the URLs, some checking the hosting company they are hosted and other processes within the contents, making the process so difficult to be identified by any untrained personal to perform the threat control task.

Also collaborating with ISPs that host websites to perform task of deleting malicious sites that fraudy.In finance term where every website owner will be paying additional 2% of that money they pay monthly to hosting company to be given services. This money will be used to pay interests to employees recruited to perform task. This is different because the money will be paid monthly for every website will be subjected to the process of scrutiny regularly like ones monthly.

The hosting company will be executed /fined if it refuses to delete a website that it is identified malicious.

The main effectiveness of this solution is that:

1. It will create fair competition in the internet where serious business websites will be able to compete fairly without any disturbance from malicious once sines they will be deleted creating space and even public customers who were using the sites will embark on this serious ones.

# **5. Necessities for making the solution real.**

1. Looking for a place that can accommodate 70 ICT employees and identifying a building that has raised floors for good routing of the internet cables then connecting three internet upstream to boost the speed of internet
2. Buying machines such as routers, switches, laptops ,UPS, power generator for power backups in case of power lose , HVAC units to cool the data centre because the machines in the control room generate a lot of heat, power generators to keep the power flowing in case of power failure.
3. Buying of 80 laptops for surplus will be used to create backup in case of mechanical breakdown. The laptops will be used to connect to the internet and for programming purposes of an Artificial intelligences software, also used for administrative purposes for security life cycles.
4. Procuring of smart python, JavaScript software programmers to bring head to make the A.I become effective and authentic, also getting networkers to connect the systems to the internet with high speed, getting hardware experts to keep the system hardware maintained.
5. Co-operating with the hosting companies who host websites to make the solution real where after identifying a website not authentic and red electronically stamped the host company will have to delete it from operating online, Also the companies will be paying 2% of the money of host per website for the service rendered to identifies fake websites and real. If an ISP refuses to delete it then it is considered as intruder then published online by their name being badly repudiated, so it will lose customers to host sites.
6. Looking for the intruders developers sourced place and users given awareness of it.
7. Collaborating with state agencies to get legal certificate to run the centre.

# **6. Summary**

* The cyber threat control is an initiative that looks monitor internet staffs using an Artificial Intelligences software that will be able to ensure credibility in the internet doing away with fake websites, ransomware, malwares and viruses by uniquely electronically stamping site at the footer left down that will differentiate fake sites and real sites. Where fake ones will have red X electronic stamp and reals will have golden stamp.
* It is essential because it creates fair business competition in the internet where fake websites will be deleted to create space for high search engine optimization for real sites, and people who used to access the fake sites will embark on real ones.
* The youths whose use the internet more to communicate search job will be protected from fraud, that is, they will not access the fake websites to robe them money and waste their time.
* Achieved internally by cooperating with the ISPs because they are the ones hosting the website and have full authority control of sites where they can increase monthly host pay by 2% per site to be levied to our control to pay the employees for their work.
* The initiative wants approximate of 100 million to come to reality, because money is needed to buy a building for hosting employees and data centre, connecting internet upstream, buying of routers and switches, laptops, UPSs, HVACs, generators to power the system if there is blackout and other expenses like labour.

**PROPOSED BUDGET**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| DESCRIPTION | QUANTITY | UNIT COST | FREQUENCY  (Days) | TOTAL |
| Allowance | 3 | 2000 | 10 | 60,000 |
| Transport  (Maseno-Nairobi) | 3 | 2000 | 2 | 12,000 |
| Accommodation  (Nairobi) | 3 | 2500 | 2 | 15,000 |
| Communication and other contingence | 3 | 1500 | 2 | 9,000 |
| Total | 9 | 8000 | 6 | 96000 |

We look forward to positive communication from you. You can reach the team members on their numbers as indicated above